
SOLUTION OVERVIEW

Business Challenge
Organizations struggle with focus and upkeep on security tools within their 
security environment, these gaps put them at greater risk and continually 
grows the threat landscape. Without integrating Tenable’s vulnerability 
data into the Stellar Cyber security orchestration, automation and response 
platform, organizations are left without a way to utilize automated workflows 
and maximize resources for accelerated incident response.

Solution

Value
The Stellar Cyber integration for Tenable provides the ability to:

• Provide pre-defined parameters for running Vulnerability Management
scans without requiring knowledge about Vulnerability Management
configuration & internal network infrastructure

• Define approval processes for running one-off infrastructure
vulnerability scans

• Allow for the creation of automated workflows across security tools

• Centralize your vulnerability insights by viewing a single dashboard

• Improve vulnerability and asset data from Tenable

Tenable for Stellar Cyber
Improve Incident Response with Security Orchestration, 
Automation and Response

Technology 
Components

Key BenefitsThe Stellar Cyber integration with Tenable combines Tenable’s Cyber Exposure
insights with the Stellar Cyber Platform for complete visibility into an
organization’s security infrastructure and attack surface. Security and IT teams
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 dashboards to automate time!"#$%#&ive, manual processes for streamlined
 incident response.

• Tenable.sc Version 5.10 or higher

• Stellar Cyber Platform
3.3 or higher

• Improve incident response time

• Improve processes with configured 
workflows

• Automate your team’s manual 
tasks

• Connect Tenable to disparate 
security tools
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ABOUT TENABLE

Tenable®, Inc. is the Cyber 
Exposure company. Over 30,000 
organizations around the globe 
rely on Tenable to understand and 
reduce cyber risk. As the creator 
of Nessus®, Tenable extended 
its expertise in vulnerabilities to 
deliver the world’s first platform to 
see and secure any digital asset on 
any computing platform. Tenable 
customers include more than 50 
percent of the Fortune 500, more 
than 30 percent of the Global 2000 
and large government agencies.
Learn more at www.tenable.com.

ABOUT STELLAR CYBER

Learn more at stellarcyber.ai

COPYRIGHT 2020 TENABLE, INC. ALL RIGHTS RESERVED. TENABLE, TENABLE.IO, TENABLE NETWORK 
SECURITY, NESSUS, SECURITYCENTER, SECURITYCENTER CONTINUOUS VIEW AND LOG CORRELATION 
ENGINE ARE REGISTERED TRADEMARKS OF TENABLE, INC. TENABLE.SC, TENABLE.OT, LUMIN, INDEGY, 
ASSURE, AND THE CYBER EXPOSURE COMPANY ARE TRADEMARKS OF TENABLE, INC. ALL OTHER 
PRODUCTS OR SERVICES ARE TRADEMARKS OF THEIR RESPECTIVE OWNERS.

More Information
You can get the latest app here: tenable.com/products/tenable-sc/evaluate 

For support please contact: stellarcyber.ai/support

Features
For Tenable.sc, you can:

• Get all Vulnerabilities

• Get all Assets

The Diagram shows a dashboard that allows security and IT teams to have 
full visibility into their security infrastructure and attack surface.

     
    

   
     

    
    

     
    

      
     

    
    

     
   
      

    
    

Stellar Cyber’s Open XDR platform 
delivers comprehensive, unified 
security without complexity, 
empowering lean security teams of 
any skill to successfully secure their 
environments. With Stellar Cyber, 
organizations reduce risk with early 
and precise identification and 
remediation of threats while slashing 
costs, retaining investments in 
existing tools, and improving analyst 
productivity, delivering a 20X 
improvement in MTTD and an 8X 
improvement in MTTR. The 
company is based in Silicon Valley. 
For more information, contact 
https://stellarcyber.ai.




